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Speakers shared numerous real llfe cases of :
cyber threats, but one of the most vivid examples
can be is the Maersk cyberuttack that took place
- in the summer of 201]. The NotPetya malware that
 was released during a geopolmcal event, struck
~ Maersk’s IT mfrastructure ending global
| operatlons or producnon ST




_ Thlrd partles are a very |mportant part of
_ Maersk’s supply cham management since it
' .relles on mtegrated Informanon Technology
.f’systems for operdtions to be effectwe at the
| international level. The attack first
paralyzed these systems makmg them non—v ,
funcnonal for approxnmately three days
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“Jensen, however, found: that, thanks to th‘e“ L
~ over 20 years of preparation for such an -
evem Maersk demonstrated outstandmg ‘

- crisis management skills$ even in the face of 2
what was perhaps the largest dlsrupnon ever =
: wltnessed m the mdustry =

%




The mcndent at Maersk should make all
companies globally sit up and take notice of
~ the rampant cyber threats in organizations. -

Despite its fast rebound, the event exposed a
~_ massive vulnerablllty that has to be
: addressed urgently through strengthened* -
cybersecunty to pr‘otect global supply chams
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Thls case is Just a sample partall Fa St
case solution. Please place the. BRSO
' order on the website to order your ey S
3 4 .__own ongnally done case solund“n

P e e Resource visit

> ' thecasesolution.com
TR = for detdiled analysns _
SR e ~and more case studies.




